«[1okTOp Beb»: 0630p
BUPYCHOW aKTUBHOCTU

ANA MOOGUNBbHbIX YCTPOUCTB
B IV kBapTasne 2025 ropa

Nl
W

~ \
A\
:\..'y
e Y "
. \ j‘ :” '.1{) <
'
- Al
—
-*“I
R,

AN
AN L
\ ANE MR ? » R Sl AR
\
o _ ‘
\ \\ \/ \‘
A
\
< NN SS— TSN ™
/\/-'/"
g



MABHOE

A7
),

P
&

Dr.WEB

naBHoe

CornacHo faHHbIM CTaTUCTUKN feTeKTUPOBaHUN
Dr.Web Security Space ansa Mo6bunbHbIX YCTPOWCTB, B
IV kBapTane 2025 roga caMmbiMu
pacnpocTpaHeHHbiMKu Android-yrpo3amu BHOBb
cTanu peknamHble TposiHbl Android.MobiDash n
Android.HiddenAds, nemoHcTpupytoLme
HajoeannBble 06bsABNEeHUS. [1py 3TOM KX
aKTMBHOCTb CHM3MNACb: NepBble 06HapyXXnBanucb
Ha 3almLaeMblx yCTporucTBax Ha 43,24% pexe, a
BTOpble — Ha 18,06%. 3a HUMU pPacnonNoXUIncCb
TposiHbl cemencTBa Android.Siggen, koTopble
BKJTHOYAIOT BPEJOHOCHbIE MPUITOXEHWS,
obnaparoLme pasnnyHon GYHKLNOHANbHOCTbIO.
OHM TaKXXe AeTEKTUPOBANNCh HECKOSIbKO

pexe — Ha 27,47 %.

Android.MobiDash

1 43,24%

Android.HiddenAds

1 18,06%

B TO )Xe BpeMsa oTMeyvasncs 3aMeTHbIN pocT
aKTUBHOCTM 6aHKOBCKUX TPOSIHOB, C KOTOPbIMU
Mosib30BaTeNN CTaSIKuBanUCh Yaule Ha 65,52%. 3ToT
POCT NpousoLlen B 60/bLUEn CTeNeHn 3a cYeT
npeactaesutenen cemencrtaa Android.Banker. Takune
BPEeAOHOCHbIE nporpammbl nepexeatbiBatoT CMC ¢
0[HOpPa30BbIMY KOAaMW ANS MOATBEPXAEHMUSA
6aHKOBCKUX Onepaunit, a Takxxe MoryT
UMUTUPOBAaTb BHELUHUI BUA, HACTOSALLENO
6aHkoBcKoro N0 1 feMOHCTpUpoBaTb PULLIMHIOBbIE
OKHa.

Android.Banker

65,52% T

Android.Siggen

27,47% |

Cpeawn HexxenaTtenbHoro M0 Hanbonbllee
pacnpocTpaHeHue nonyuyunu Android-nporpamMmmbil,
MoanduuMpoBaHHble Yepes 061ayHbIi cepBUC
CloudInject (aHTuBMpYyc Dr.Web neTekTUpyeT nx Kak
Program.Cloudinject). C ero nomoubto B
NPUIOXKeHUA [06aBNSAIOTCA ONacHble CUCTEMHbIE
paspeLueHus n o6@ycLuMpoBaHHbIN Kog,
(YHKUMOHANBbHOCTb KOTOPOro HEBO3MOXHO
NPOKOHTPOINPOBATb.

Kpome Toro, Ha ycTponcTBax 4acTo BCTpevasnnch
noagenbHble aHTUBUpPYCbl Program.FakeAntiVirus,
KOTOpble 06HaAPY>XMBAKOT HECYLLECTBYHOLLNE YrPO3bl
N ANs X «nevyeHusa» TpebyoT NpMoBPECTM MOSMHYHO
Bepcuto, a Takke Program.FakeMoney —
NPUNOXKEHUS, AKOObI MO3BONSOLLME 3apabaTbiBaTb
Ha BbIMOSIHEHUU Pa3/IMYHbIX 3afaHUN.
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[MABHOE Dr.WEB

CaMbIM pacnpocTpaHeHHbIM NoTeHuManbHo onacHbiM M0 B IV kBapTane
ctanu npunoxenus Tool.NPMod, MognduumpoBaHHbie Npy NOMOLLM YyTUINUTbI
NP Manager. OHa 06dycumpyeT Kog MOAOB 1 o6aBNSAET B HUX crieynanbHbin
MOAYNb, NO3BONAKOLWMIA 06XOAUTb NPOBEPKY LndpoBON Nognucu nocne
MoauduKaLmm NpunoXkeHnin. Cpeam peknamMHbIx NporpaMmm MMAepCcTBO
coxpaHunu npeactasutenn cemerctea Adware.Adpush. 31o cneumanbHbie
nporpaMmMHble MOAY/M, KOTOpPble pa3paboTumku BcTpamBatoT B N0 gns
AEMOHCTpaLUKN peklaMHbIX YBEAOMIEHUN.

B okTsi6pe Halwu crneumanmcTbl pacckasanm 06 Android.Backdoor.Baohuo.1.origin ynpasnsietcs B
onacHoM 63akgope TOM ymncne yepes 6asy faHHbix Redis, 4To paHee He
Android.Backdoor.Baohuo.1.origin, koTopbii BCTpeyanocb B Android-yrposax. B o6wien
3/10YMbILUTEHHUKN BCTPOUM B HeodMLUMalbHble CNIOXXHOCTM 63KA0p 3apasun nopsgka 58 000
MoaudukaLmm mecceHaxepa Telegram X un YCTPOWCTB, cpean KoTopbix okoso 3 000 pasnunyHbIx
pacrnpocTpaHsaan Kak Yepes BpefoHOCHbIE CalTbil, Mogenen cMapThOoHOB, NaHWeToB, TB-npucTaBok u
TaK U Yyepes CTOpoHHMe KaTtanoru Android- aBTOMO6uMNEelN ¢ 60pTOBbIMN KOMMbOTEPAMM Ha
NPUIOXXeHUN. BpegoHOCHaa NnporpamMmma noxuuiaet 6ase Android.

NOTUHbI U NaposIM OT YYeTHbIX 3anucen Telegram, a
TakXXe Apyrne KoHbuaeHUmanbHble faHHble. Kpome
TOrO, C ee MOMOLLbH KN6eprnpecTynHUKK
(haKTUYEeCKM CNOCOBHbI YNPaB/siTb aKKayHTOM
YKEPTBbI U HE3aMETHO BbIMNOJIHATb B MECCEHAXKEPE
pa3nnyHble feiCTBMA OT ee MeHu. Hanpumep —
npucoeauHaTbes K Telegram-kaHanam v BbIXOAUTb
N3 HUX, CKPbIBaTb HOBblE€ aBTOPU30BaHHbIE
YCTPOWCTBA, CKpbIBaTb OMNpeAefieHHble COOBLLEHMUSA
nT. 4.

3a MUHYBLUMIA KBapTasl aHTUBMPYCHas 1abopaTopusi KOMMaHUN
«JlokTOop Beb» BbisiBMNa B kaTanore Google Play HoBble BpefOHOCHble
nporpammel, cpeam Kotopbix 6b11mn TposiHbl Android.Joker,
NoANMUCbIBAlOLLME XEPTB Ha NIaTHbIe YCNYrK, U pasnnyHble
nporpammbl-nogaenku Android.FakeApp, npyMeHsieMble B
MOLLEHHNYECKMX cxemax. B obLLeln CNoXXHOCTM UX 3arpy3uam no
MeHbLUen Mepe 263 000 pas.
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https://news.drweb.ru/show/?i=15076&lng=ru

MMABHOE %Dr.WEB

[naBHble TeHAaeHUun |V kBapTana

PeknamHble TPOsiHblI PacnpocTpaHeHue onacHoro
ocTalroTcAa Hanbonee 6akaopa

pacnpocTpaHeHHbIMU Android.Backdoor.Baohuo.1.origin,
Android-yrpozamu BCTPOEHHOro B Mmogudukaumm

MecceHaXXepa Telegram X

PocT unucna atak [MossBNneHue oyepeaHbIX
6aHKOBCKUX TPOSIHOB BPeAOHOCHbIX NMPUNIOXXEHUN
B KaTanore Google Play

«JlokTOp Beb»: 0630p BUPYCHON aKTUBHOCTM A1 MOBUIbHbIX YCTPOKCTB B |V kBapTane 2025 roga 04



CTATUCTUKA S'Dr.WEB

Mo paHHbIM Dr.Web Security Space
AN MOOUNbHbIX YCTPOMUCTB

Haunbonee pacnpocTpaHeHHble BPeAOHOCHbIE MporpaMmbl
CornlacHo cTaTucTuKe getekTupoBaHuin Dr.Web Security Space onsi MO6UbHbIX YCTPOWCTB

. Il kBapTan 2025. IV kBapTan 2025r.

0% 4% 8% 12% 16%

Android.MobiDash.7859

4.60%

Android.FakeApp.1600

4.03%

G ¢
Android.Click.1812

3.50%

0.52%
Android.Packed.57.origin . Jars

2.93%
Android.Triada.5847 S

3.14%

Android.MobiDash.7859 Android.FakeApp.1600

TposiHCcKasa nporpamMma, nokasblBatoLLas TposiHCcKasi nporpamMma, Kotopas 3arpy>aet
HagoeanuByto peknamy. OHa npeacTaBnsieT coboin YKa3aHHbI B ee HacTpoKax Be6-canT. 3BecTHble
NporpaMMHbI MOAY b, KOTOPbIV paspaboTynkm MO MoAMPUKaLMm 3TOro BpeLOHOCHOIO NPUIOXKEHUS
BCTpauBatoT B NPUNOXKEHUS. 3arpy>aroT CanT OHNaNH-Ka3nHO.

Android.Click.1812 Android.Packed.57.origin

[leTekTpoBaHWe BPeOHOCHbBIX MOAOB [JeTekTupoBaHue ob6dyckaTopa, KOTOpbIv B TOM
MecceHgyepa WhatsApp, KoTopble He3aMeTHO A1 yucne UcnosbsyeTcs ANs 3aWnTbl BPEAOHOCHbIX
nonb3oBaTenst MOryT 3arpy)kaTb pasfiMyHble canTbl MPUNIOXEHWIA (HanpUMep, HEKOTOPbIX BEPCUA

B POHOBOM pexume. 6aHKoBCcKMX TposiHoB Android.SpyMax).

«[lokTOop Beb»: 0630p BUPYCHOM aKTUBHOCTU A1 MOB6UbHbIX ycTpoincTB B |V kBapTane 2025 roga 05
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CTATUCTUKA Dr.WEB

Android.Triada.5847

[eTekTupoBaHMe ynakoBLiuKa ans TposiHoB cemMenctBa Android. Triada, npegHasHayeHHOro ans ux 3awmTbl OoT
aHanu3a u obHapy»eHus. Yalle BCEro 3/10yMbILLIEHHUKW UCMOJIb3YHOT ero COBMECTHO C BPELOHOCHbBIMU MogaMu
MecceHakepa Telegram, B KOTOpble HeNOCpeACTBEHHO BCTPOEHbI 3TU TPOSIHbI.

Hanb6onee pacrnpocTpaHeHHble HexenaTesibHble MporpamMmbl
COrnacHo cTaTUcTuKe aeTtekTupoBaHuin Dr.Web Security Space ans Mo6ubHbIX YCTPONCTB

. Il keapTan 2025r. IV kBapTan 2025r.

0% 8% 16% 24% 32%

- G o
Program.Cloudinject.5
23.46%
Program.FakeAntiVirus.1
17.96%

Program.FakeMoney.11
13.61%

Program.Cloudinject.1
6.86%

0.45%
Program.SnoopPhone.1.origin . 613
13%

Program.CloudInject.5 Program.CloudInject.1

JeTtekTnpoBaHue Android-npunoxeHni, MoanduLnMpoBaHHbIX Npu nomMowm obnayHoro cepeuca Cloudinject
ofiHouMeHHo Android-yTunuTbl (no6aBneHa B BUpycHyto 6a3y Dr.Web kak Tool.Cloudinject). Takve nporpammbl
MoanburLmMpyrOTCA Ha yaaneHHOM cepBepe, Npy 9TOM 3auHTEPECOBaHHbIN B X U3MEHEHWMW NOoJSIb30BaTeslb
(Mopaep) He KOHTPONMPYET, YTO UMEHHO GYAET B HUX BCTPOEHO. KpoMe Toro, MpUoXeHns nosy4yaroT Habop
onacHbIX paspeLleHuid. lMocne MogudmrkaLmm NnporpaMmm y Mogepa nosiBAsieTcst BO3MOXHOCTb AUCTaHLNOHHO
ynpaBnsTb UMK: 6510KMPOBAaTb, MOKa3bliBaTb HAaCTpanBaeMble AManoru, 0TcexuBaTb hakT yCTaHOBKM U yaaneHus
apyroroowu . a.

«[lokTOop Beb»: 0630p BUPYCHOM aKTUBHOCTU A1 MOB6UbHbIX ycTpoincTB B |V kBapTane 2025 roga 06
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CTATUCTUKA Dr.WEB

Program.FakeAntiVirus.1

[eTeKkTupoBaHue peksiaMHbIX MPOrpaMm, KOTopble UMUTUPYIOT paboTy aHTuBUpycHoro MO. Takue nporpaMmbl
MOTYT co06L1aTb O HECYLLLECTBYHOLLMUX Yrpo3ax M BBOAMTb NOJSIb30BaTesNel B 3a6nyXAeHUE, TPeOYst onnaTuTb
NOKYMNKY MOSIHON BEPCUMU.

Program.FakeMoney.11

[leTekTpoBaHMe NPUOXKEHUA, AKO6bI NO3BONAIOLWMUX 3apabaTbiBaTb Ha BbIMOMHEHWUMW TEX UITU UHbIX LeACTBUI
nnu 3agaHuin. 3TM NporpaMmbl UMUTUPYHOT HAYUCTIEHWE BO3HArpPaXK AeHUn, Npuyem A5t BbiIBOAA «3apaboTaHHbIX»
[leHer TpebyeTcsa HaKOMUTb onpefieNieHHY cyMMy. O6bIYHO B HUX UMEETCS CMMCOK MOMYMSIPHbIX MIaTEXHbIX
CUCTEM U GaHKOB, Yepe3 KOTopble AKO6bl BO3MOXHO NepeBecTu Harpaibl. Ho gaxke korga nonb3oBaTensim
yAAQeTCs HaKOMWUTb AOCTaTOYHYH A5 BbiBOAA CYMMY, O6€ellaHHble BbinaaTbl HE MOCTyNatoT. STON 3anucbio Takxe
LeTeKTUpYyeTCA Apyroe HexxenartenbHoe N0, 0CHOBaHHOE Ha KOAE TaKMX MporpamMm.

Program.SnoopPhone.1.origin

Mporpamma ans HabnoaeHus 3a Bnagenbuamm Android-yctponcts. OHa nossonseT yntate CMC, nonyyaTb
nHbopmMauuto o TenedoHHbIX BbI30BaX, OTC/IEXUBATb MECTOMOJTOXEHNE YCTPONCTBA U BbIMOMHATL ayAno3annch
OKPY>XEHUS.

«[lokTOop Beb»: 0630p BUPYCHOM aKTUBHOCTU A1 MOB6UbHbIX ycTpoincTB B |V kBapTane 2025 roga 07
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CTATUCTUKA S'Dr.WEB
Han6onee pacnpocTpaHeHHble NOTEHLMANbHO OMacHble NPOrpaMmbl
COrNlacHoO CTaTUCTMKe AaeTekTupoBaHuii Dr.Web Security Space ansi MOGUIbHbIX YCTPOMCTB
. Il kBapTan 2025. IV kBapTan 2025r.
0% 10% 20% 30% 40%

Tool.NPMod.3
39.99%
Tool.LuckyPatcher.2.origin
12.07%

14.67%

Tool.NPMod.1
9.38%
5.08%

Tool.Androlua.1.origin
6.88%

4.39%

Tool.NPMod.1.origin
5.80%

Tool.NPMod.3 Tool.NPMod.1 Tool.NPMod.1.origin

HeTtekTnpoBarue Android-npunoxeHun, moanduumnpoBaHHbix Npu noMmowm ytunutel NP Manager. B Takue
nporpamMmbl BHeZIPEH crneunanbHbli MOAY/b, KOTOPbIN MO3BOJISIET 060MTK NPOBEPKY LMdPOBOM Noanmcu nocne
nx Mmogudunkauuu.

Tool.LuckyPatcher.2.origin

YTunuta, nossonstowas MoambuumpoBaTb ycTaHoB/eHHble Android-npunoxerus (cosgaBaTb A HAX NaTym) ¢
Liefblo U3MEHEeHUs TOTUKKM UX paboTbl UK 06XoAa TeX MU UHbIX OrPaHUYeHunin. Hanpumep, ¢ ee NOMOLLbO
NnoJib30BaTes/IM MOTYT MNOMbITAaTbCA OTKJ/IHOYUTb MPOBEPKY root-gocTyna B 6aHKOBCKUX NPorpaMmMax Wiau noayuntb
HeorpaHWYeHHble pecypchbl B Urpax. [/1a cosgaHusa naTtyein yTunmTa 3arpy>xaet Us MHTEpHeTa crneumasnbHo
MOAroTOBMIEHHbIE CKPUMTbI, KOTOPble MOTYT CO34aBaThb M 106aBNATb B 061Uy 6a3y BCe XenakoLue.
DYHKUMOHANBbHOCTb TaKMUX CKPUMTOB MOXET 0Ka3aTbCs B TOM YUCTe U BPeOHOCHOW, MO3TOMY CO3/jaBaeMble
naT4yu MOryT NpeAcTaB/siTb NMOTEHLMANBHYIO ONACHOCTb.

«[lokTOop Beb»: 0630p BUPYCHOM aKTUBHOCTU A1 MOB6UbHbIX ycTpoincTB B |V kBapTane 2025 roga 08
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CTATUCTUKA Dr.WEB

Tool.Androlua.1.origin

[eTekTnpoBaHue psga NoTeHUManbHO ONacHbIX BEPCUIA CneLMan3npoBaHHOro gperMBopKa ans paspaboTku
Android-nporpaMm Ha CKpMNTOBOM $13blKe NporpamMmupoBaHus Lua. OcHoBHas normka Lua-npunoxXxeHun
pacnoJsio)XxeHa B COOTBETCTBYIOLLMX CKpUMTaX, KOTOpble 3amnpoBaHbl 1 pacluM@poBbIBatOTCA MHTEPNPETAaTOPOM
nepez BbINosiHeHWeM. YacTo AaHHbIN GPeriMBOPK MO YMOYAHMIO 3anpallMBaeT AOCTYMN KO MHOXECTBY
CUCTEMHDbIX pa3peLleHnit 4ns paboTbl. B pesynbTate CMoNHsieMble Yepes Hero Lua-CKpunTbl COCO6HbDI
BbIMOMHATb passiyHble BPe[OHOCHbIE feNCTBUSA B COOTBETCTBUM C MOJYYEHHbIMU paspeLleHNnaMN.

Hanb6onee pacnpocTpaHeHHble pekiiaMHble NporpamMMbl
COrNlacHoO CTaTUCTKKe aeTekTupoBaHuii Dr.Web Security Space onsi MOGUbHbIX YCTPOMCTB

. Il ksapTan 2025r. IV kBapTan 2025r.

0% 7% 14% 21% 28%

Adware.AdPush.3.origin
15.97%

0%
Adware.Bastion.1.origin !
7.04%

- 3.43%

Adware.Airpush.7.origin
6.17%

Adware.Adpush.21846
4.91%

Adware.ModAd.1

3.85%

Adware.AdPush.3.origin Adware.Adpush.21846

PeknamHble MoZynu, KOTOpbie MOTyT 6bITb MHTErpupoBaHbl B Android-nporpaMmbl. OHU AEMOHCTPUPYIOT
pek/laMHble YBEeJOM/IEHUS, BBOASLLME MOSb30BaTesNeil B 3a6/yxaeHue. HanpumMep, Takue yBeoMIeHUsI MOTYT
HamoMMWHaTb COOBLLEHUSI OT OMNepaLMOHHO cucTeMbl. Kpome Toro, aTu Mogynu cobuparoT pag
KOH(®MAEHUMANbHBIX faHHbIX, @ TAKXe CMOCO6HbI 3arpy)aTtb ApYyrue NpUioXKeHUs U MHULMUPOBATb UX YCTaHOBKY.

«[lokTOop Beb»: 0630p BUPYCHOM aKTUBHOCTU A1 MOB6UbHbIX ycTpoincTB B |V kBapTane 2025 roga 09
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Adware.Bastion.1.origin

[leTeKkTMpoBaHuMe NporpaMm-onTMMU3aTOPOB, KOTOPbIE NEPUOANYECKUN CO3at0T YBEAOMIEHUS C BBOAALLMMU B
3abnyeHne coobLLEeHNAMM O IKOBbl HEXBATKe NaMSATH 1 oN6Kax CUCTEMbI C LieSIbto NMOKasbiBaTb pekamy BO
BpeMsi «ONTUMU3aLUM».

Adware.Airpush.7.origin

MporpamMmMHble Moaynu, BcTpansaemble B Android-npunoxXXeHus 1 AEMOHCTPUPYOLLME pa3HOO6PasHYO peknamy.
B 3aBMCMMOCTM OT Bepcumn 1 MogmdurKaLmum 3TO MOTyT 6bITb pek/laMHble YBEAOMIIEHUS, BCMJ/IbIBAOLLME OKHA Un
6aHHepbl. C MOMOLLbIO AaHHbIX MOAYEN 3MI0YMbILLIEHHUKN YaCcTO pacnpoCTPaHSIOT BPELOHOCHbIE NPOrpamMMbl,
npeanaras yctaHoBuUTb TO uau uHoe NO. Kpome Toro, Takme Moaynu nepefatoT Ha YAaneHHbl cepBep pasfnyHyto
KOHbMAEHUNaNbHY MHhOopMaLmIo.

Adware.ModAd.1

[leTeKTMpoBaHNe HEKOTOPbIX MoandULMPOBaHHbIX Bepcuit (MogoB) MecceHpkepa WhatsApp, B GyHKLUK
KOTOpbIX BHEZPEH KO A5 3arpy3Ku 3afiaHHbIX CCbINOK Yepes Be6-0To6paxeHue BO BpeMsi paboThbl ¢
MecceHIXepoM. C aTUX UHTEPHET-aAPECOB BbIMOJIHSAETCS NepeHanpaBlieHWe Ha pekiaMypyeMble caiTbl,
HanpuMep OHNalH-Ka3nMHO 1 ByKMEKepoB, caiTbl A4Sl B3POC/bIX.

«[lokTOop Beb»: 0630p BUPYCHOM aKTUBHOCTU A1 MOB6UbHbIX ycTpoincTB B |V kBapTane 2025 roga 10



YrPO3bl B GOOGLE PLAY %Dr.WEB

Yrpo3bl B Google Play

B TeueHwne IV kBaptana 2025 roga BUpYyCHble aHaNIMTUKN KOMMaHUU
«JlokTop Beb» 3admkcmpoBanu nosieneHme B katanore Google Play 6onee
[BYX JECATKOB BpeAOHOCHbIX npunoxeHuin Android.Joker,
npegHasHauyeHHbIX AN1A NOANUCKM NONb30BaTeNeN Ha NiaTHbIe YCyru.
310yMbILWNEHHUKM 3aMacKmMpoBanu ux nog pasnuyHoe MoO:
MeCCEeHKepbl, yTUNUTbI A8 ONTUMMU3aLun paboTbl CUCTEMDI,
rpaduyeckme pefakTopbl M NMporpamMmbl Ans npocMmoTtpa GuabMoB.

S R.456%@21:00 @ m .4 63% 010:54

Useful Cleaner

babysluesedv essse

Reel Drama

Brownboys Gamer
In-app purchases

A 50K+ ® B 50K+ ®

15 MB Downloads

Rated for 3+ ® 14 MB Downloads Rated for 3+ @

Install on phone. More devices available. Install on phone. More devices available.

About this app s

Free weekly mini-dramas, autc-play next, swipe to
skip.

=] o= Q [l

Wrpbl MpunoxeHus Mowck KHuru

About this app =

Useful Cleaner cleans up the remaining garbage in
your phone.

=) =3 Q 0

Wrpbl MpunoxeHns Mouck KHuru

MpuMepbl BbiiBNEHHbIX BpeAoHOCHbIX nporpamm Android.Joker. Android.Joker.2496 6bin

3amMackupoBaH nog MHctpymeHT Useful Cleaner gns «ouncTkm Mycopa» Ha TenedoHe, a ogHa 13

Moandukaumn Android.Joker.2495 — nog npourpoiBatens Gunbmor Reel Drama

«[lokTOop Beb»: 0630p BUPYCHOM aKTUBHOCTU A1 MOB6UbHbIX ycTpoincTB B |V kBapTane 2025 roga
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YIrPO3bl B GOOGLE PLAY

Dr.WEB

Tak>xe Haluu crieymanmcTbl 06Hapy)+(v|nv| HECKOJ1IbKO HOBbIX nporpamMmm-nogaenok n3 ceMencTBa

Android.FakeApp. Kak 1 paHee, HeKOTOpbIe U3 HUX PacrnpoCTPaHUIMUCD Noj BUAOM (GDUHAHCOBbIX MPUIOXEHUI

W 3arpyxanu MoLleHHUYeckne canTbl. [pyrve Takne nogaenku BbiaaBanuch 3a urpbl. MNpu onpegeneHHbIx
ycnousix (Hanpumep, ecnu IP-agpec nonb3oBaTens yA0BNETBOPAI TPE6OBAHUSAM 3/I0YMbILLIIEHHUKOB) OHU
MOF/IN 3arpyxaTb cahTbl 6YKMEKEPCKUX KOHTOP U OHNaNH-Ka3nHO.

Chicken Road Fun

Kosovan Hanna
Contains ads

100+ 18]
Downloads PEGI 18 @

Install on more devices -< Share

L0 This app is available for some of your devices

App support v

You might also like >

A Disney Magic Kingdoms
[ % Gameloft SE
| % 43%

Candy Crush Saga
e King
i A4%

Wrpa Chicken Road Fun siBnsnacb nporpammon-nogaenkon Android.FakeApp.1910, n BMecTo TOrO,
YTO6bI MPEAOCTaBUTb OXMAAEMYHO NoNib3oBaTeneM hyHKLUMOHANbHOCTb, MOr1a 3arpysuTb CanuT
OHJTaNH-Ka3nHo

v Ana 3awmTbl Android-yCTpoicTB OT BPeJOHOCHbIX
W HeXXenaTesibHbIX NPOrpamMM MNosib3oBaTensaM cleayet

YyCTaHOBMUTb aHTUBMPYCHble NpoaykTbl Dr.Web ans
Android.

V|H,EI,VIKaTOpr KoMnpomeTtauuu
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https://github.com/DoctorWebLtd/malware-iocs/blob/master/Q4%202025%20review%20of%20virus%20activity%20on%20mobile%20devices/README.adoc

O KOMMAHNA

O koMmnaHum «JlokTop Beb»

«JlokTOp Be6» — poccMINCKUN MPON3BOAUTENb aHTUBMPYCHbBIX CPEACTB 3aLuThbl
nHpopmauun nog mapkoi Dr.Web. MpoaykTbl Dr.Web paspabatbiBatotcsi ¢ 1992
roga. KomnaHusi — Kto4eBOW MIPOK HA POCCUMINCKOM pPbIHKE NMPOrpaMMHbIX
cpeacTB obecneyeHnss 6a3oBoi NoTpebHOCTU 6M3Heca — 6e30MacHOCTH

nHdbopmauyun.

«[JoKTOp B€6» — OfMH U3 HEMHOTUX @aHTUBUPYCHbIX BEHAOPOB B MUPE,
BNaZletoLLnx CO6CTBEHHBIMU YHUKATbHBIMU TEXHOIOTUSIMU LE€TEKTUPOBaHNS
N neYyeHns BPeLOHOCHbIX MporpaMM. KoMnaHus UMeeT CBOK aHTUBUPYCHYH
naéopaTtoputo, rnobanbHyr Cny>X6y BUPYCHOrO MOHUTOPUHIA U CNY>XOY

TEXHUYECKom noaaep>XKu.

CTpaTternyeckon 3agavyen KOMNaHmn, Ha KOTOPYHO HaLeNeHbl YCUNNA BCex
COTPYOHMKOB, ABNAETCA CO3aHne NyyLlnx CpeAcTB aHTUBUPYCHOM 3aLuUThl,
OTBEeYaKLMX BCEM COBPEMEHHbIM TPeboBaHMUSIM K 3TOMY K/laccy NporpamMm,
a TaKXXe pa3paboTka HOBbIX TEXHOMOMMYECKNX PeLLEHWN, MO3BOSIIOLLINX
nosib3oBaTesNIsiM BCTPeYaTb BO BCEOPY)XXMM NHOObIE BUAbI KOMMbIOTEPHbIX

yrpos.

[NonesHble pecypcsl

AHTMBMpYCHas NpaBaa
O6yyatoLme Kypchbl

MpocBeTuTeNIbHbIE MPOEKTbI

[Mpecc-ueHTp
OdwuymnanbHasa nHGopmaums
KoHTakTbl Ana npecchl
Bpowtopsbl

lanepes

KoHTakTbl

LleHTpanbHbI oduc
125124, Poccus, MockBa, 3-A ynuua
fAmckoro lMons, A.2, kopn.12A

WWW.aHTUBUpYC.ph

www.drweb.ru
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https://company.drweb.ru
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https://company.drweb.ru/press/gallery/#swr--logo_group--gallery_logo--toggle
https://www.drweb.ru
https://www.drweb.ru
https://rutube.ru/channel/691263/
https://vk.com/drwebuser
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https://www.drweb.ru/pravda/
https://training.drweb.ru
https://antifraud.drweb.ru/encryption_trojs/

